
Terms and Conditions
These Terms and Conditions apply to personal information processed by us, including on our mobile
applications and other offline offerings. To make this Privacy Policy easier to read, our mobile applications
and other offline offerings are collectively called “Services”.

Important Note

This Privacy Policy does not apply to any personal information that our customers may process using
Datadoc products and services (“Customer Data”). Our customers’ respective privacy policies govern the
collection and use of Customer Data. Our processing of Customer Data is governed by the contracts that
we have in place with our customers, not this Privacy Policy. Any questions or requests relating to
Customer Data should be directed to our customer.

Personal Information Collection

Currently, our app is an offline mobile application and does not collect or process any personal
information. There is no backend server involved, and all functionalities are designed to operate locally on
the user's device.

Categories of Personal Information We Collect

As our app does not currently collect any personal information, there are no categories of personal
information collected by us. Any information entered into the app remains solely on the user’s device and
is not transmitted to any servers or third parties.

A. Information You Provide to Us Directly

● Account Creation: There is no account creation feature that transmits data. Any data entered
(such as participant ID, email address, phone number, or date of birth) is stored locally on your
device.

● Clinical Trials: If you use our services in connection with a clinical trial, any information you
self-report (such as mood, gender, age, employment status, year of birth, sleep patterns, and
other relevant health information) is stored locally on your device and not transmitted to us.

● Your Communications with Us: We do not have any information about you. We cannot contact
you in any way.

● Surveys: If you participate in surveys, any information provided is stored locally on your device.
● Business Development and Strategic Partnerships: Personal information collected for

potential health analysis is handled offline.

B. Information Collected Automatically

● Automatic Data Collection When You Use Our Mobile Application: Our app may
collect certain information automatically, such as physical activity and pedometer information
(e.g., the number of steps you take each day), smartphone use (e.g., how long your social media



was used), and information from your phone’s health applications. However, this information is
stored locally on your device and not transmitted to any servers or third parties.

Offline Processing

All data collected by the app is processed ephemerally, meaning it is accessed and used while it is only
stored in memory and retained for no longer than necessary to service the specific request in real-time.

No Backend Server

Our app does not connect to any backend server. All data remains on the user's device, and there are no
data transmissions to external servers or storage.

User Control

Users have full control over their data and can delete any information stored locally on their device
through the app's settings.

Changes to These Terms and Conditions

We may update these Terms and Conditions from time to time. We will notify you of any changes by
posting the new Terms and Conditions on this page.

 Limited Use Policy (LUP) -Activities: To better understand how your daily activities affect your mood and
overall well-being. Sleep: to better understand how your sleep affects your mood and overall well-being.
The App use information received from Google APIs will adhere to the Google API Services User Data
Policy, including the Limited Use requirements:
1. Allowed Use: accessing and using data obtained through Health Connect APIs is to provide users with
personalized fitness and sleep tracking analysis.
2. Allowed Transfer: we only access the minimum necessary data API required to achieve the purpose
defined in this policy and do not collect any data
3. Prohibited Advertising: we do not sell, share or transfer data for advertisements. This includes
personalized, re-targeted and interest-based advertising.
5. AI/LLM: Our mobile application will not share any data with third-party AI Models.This Limited Use
Policy ensures we always comply with Google's API Services User Data Policy.
Social Media Usage:
Our Services may contain social media buttons such as Facebook and Twitter (that might include widgets
such as the “share this” button or other interactive mini programs). These features may collect your IP
address, which page you are visiting on our Services, and may set a cookie to enable the feature to
function properly. Your interactions with these platforms are governed by the privacy policy of the
company providing it.

Your Privacy Rights:
In accordance with applicable law, you may have the right to:

To request more information about how account can be deleted please email datadochealth@gmail.com

mailto:datadochealth@gmail.com


We take steps to ensure that your information is treated securely and in accordance with this Privacy
Policy. Unfortunately, no system is 100% secure, and we cannot ensure or warrant the security of any
information you provide to us. We have taken appropriate safeguards to require that your personal
information will remain protected and require our third-party service providers and partners to have
appropriate safeguards as well. To the fullest extent permitted by applicable law, we do not accept liability
for unauthorized disclosure.

Name of data controller and contact details:
Datadoc, Care.
University of Warwick
Coventry, CV4 7AL
United Kingdom
Tel: +44 (0)24 7652 3523
datadochealth@gmail.com
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